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Agenda

Session 1 — Secure Sphere & Risk-X
« POPIA - A practical guide to Compiance

Session 2 — Knowbe4

» Security Awareness in 2020 and beyond
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Session Leaders — Linton Geach — Secure Sphere
Andrew Dalrymple — Risk-X

'm\ POPIA — A Practical Gude to compliance

| T | The presentation covered areas including but not limited to;
A/

[ 4
W > Whatis POPIA?
><. » What is the ‘Personal Information’
» POPIA Act’s principal requirements

M. > The requirements of the POPIA

Questions Raised and discussed
@ » If a user of an organization shares information, who is liable for this?
6
d

» How does POPIA affects internal process’s for bids on contracts?
» What is the difference between GDPR and POPIA?
& » Does POPIA only affect South African residents?
» If an organization is working across South Africa and regions that have GDPR,

i
which one should be the baseline?
<
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Session Leaders — Anna Collard

Security Awareness in 2020 and Beyond

The presentation covered areas including but not limited to;

» Working from home and the pitfalls of this

» How Cybercriminals attack

» Raising security awareness & building security cultures

» Top Tips for organizations.

» These include; Executive involvement, Measuring existing baseline, avoiding
cognitive overload, working with other departments, random tests and using

incentives.

Questions Raised and discussed

» Culture has had to change since Civid-19

> Extra layers of protection have had to be added as organizations are working from
home, Phishing tests and training has increased

» Covid-19 specific attacks rose at the beginning but have started to slow down

» Massive increase in attacks since lockdown

» Why is security awareness not taken as seriously as the ‘fancy tech’?
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